Recently,

we’ve all spent /
more time o
online to stay
connected.

STAYING SAFE ONLINE

But criminals
know this, and
online scams
are getting
increasingly
sophisticated.

Let’s learn about some of the most common
online frauds, and meet some typical scamsters.
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The Loan The Lottery The Romantic
Scamster Scamster Scamster
Offers you a fake loan Claims you have won a prize, and Claims to be looking
at cheap rates, but asks for a payment to claim it. for love or friendship

just wants a fee. Sadly, the prize doesn’t exist. but just wants money.

The Job
Scamster

Tricks you into sharing
personal information by
inventing fake jobs.
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The E-commerce
Scamster

Claims to sell products
that he doesn’t have, often
at cheap prices.

FACEBOOK O0®0Q@ PO



Let’s review some top tips
on how you can stay safe online:

Never send

money or Don’t click Never tell

. persopal unknown links anyone your
information to password

people you don’t
know

Don’t accept
friend
requests from
strangers.

Setup
two-factor
authentication

Share these tips with your friends and family to
help them stay safe online.
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Check out the 5-min video!
https://youtu.be/HEzfRFhQdAM
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= Share these tips with your friends and family


https://youtu.be/HEzfRFhQdAM

